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Abstract of the contribution: This solution identifies the scenarios for network slice instance reselection and considers the architectural principles to support these scenarios.
Discussion

This contribution considers 

· WT#1, Network Slice Instance Selection and Association

Especially, it addresses network slice instance re-selection and identifies scenarios beyond the mobility.
Table 5.1.2-1: Work Tasks for Network Slicing
	Work Task ID
	Work Task(s)
	Work Task Description

	NS_WT_#1
	Network Slice Instance Selection and Association
	1) Initial network slice instance selection to support UE’s service establishment and re-selection to support UE mobility and other scenarios that are TBD,  

Note: More scenarios beyond the mobility need to be identified that may trigger network slice instance re-selection.
2) Network slice instance identification, 

3) authorization for UE association with network slice instance 

4) Network provided and UE provided assistance information support for network slice instance selection.

	NS_WT_#2
	Network Slicing Isolation
	1) Security isolation 

2) Resource isolation

3) OAM support isolation (e.g. Usage and Fault isolation etc.)

Note: Whether all items listed here are within the scope of SA2 is FFS.

	NS_WT_#3
	Network  Slicing  Architecture
	1) Identifying impacted network functions and interfaces to support one or more network slice instances on top of a shared RAN and a shared infrastructure. 

2) Identifying the common functions (if any) that need to be available in the core network and/or RAN to enable network slicing 

3) Identifying the approach to enable UE to associate with multiple slices simultaneously.

	NS_WT_#4
	Network Slicing Roaming support
	1) Determination what visiting and home Network Function(s) are required to support roaming. 

	NS_WT_#5
	Network Slicing terminology & definitions
	1) If Network Slice Instance is agreed to apply E2E system, then, we should consider new terminology for Access slice instance and Core slice instances.


Based on SA1's works on FS_SMARTER which are specified in TR 22.891 and TR 22.864 , we can check some scenarios for slice change, so we believe it occurs network slice instance re-selection.

	TR 22.864 v14.0.0

5.1.2.1
Network Slicing
…

[PR 5.1.2.1-018] The 3GPP system shall be able to change the network slices to which UEs are connected.


	TR 22.891 v14.1.0

5.2
Network Slicing

5.2.3
Potential Operational Requirements
…
The 3GPP system shall be able to change the slices with minimal impact on the ongoing subscriber's services served by other slices, i.e. new network slice addition, removal of existing network slice, or update of network slice functions or configuration.his 


So far, the scenario of changing or reselecting slice instance is not seriously considered yet. In this solution, we considered some possible scenarios that requires the change of network slice while the UE are receiving services from it and the methods to do it.

Especially in this paper, the following aspects are considered:
1. Define and categorize “slice reselection”

2. NSI Reselection Scenarios

3. Procedures to reselect or change the NSI

In addition, we propose to agree make some principles for network slice instance reselection.

1. The network decides whether the network slice instance reselection is needed or not.

2. The network initiates the reselection procedure by sending the request (detach with re-attach, deactivate with re-activation) to a UE.

Proposal
It is proposed to add the following changes to TR 23.799.

* * * * Start of 1st Change * * * *
6.1.X
Solution 1.X: Network slice instance reselection

This is a solution for key issue 1 on support for network slicing. This solution identifies the scenarios and principles for network slice instance reselection.
6.1.X.1
Architecture description

6.1.X.1.1
Architectural assumption

In this solution, it is assumed that the architecture for network slicing is similar to one of solution 1.2 and 1.3, which consists of common parts of control plane (CP) network functions (CCNF) that are common for a UE connected to multiple network slice instance, and slice specific CP network functions that are dedicated to a specific network slice instance. The slice architecture considering multiple CCNF deployed is shown below in Figure 6.1.X.1.1-1.
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Figure 6.1.X.1.1-1 Network slicing architecture
The functions/entities in this architecture is defined as follows:

Core Network Instance (CNI): A core part of network slicing instance (NSI), consists of common part of control plane and non-common CNI including non-common part of control plane and user plane functions.

Common Control plane Network Functions (CCNF): a set of network functions which is common to multiple network slice instances.

Common Control plane Selection Function (CCSF): a function to select suitable CCNF for the UE, if there are multiple CCNFs deployed or connected to a single RAN. In this solution, we assumed that this CCSF resides in the core network.
Network Slice Selection Function (NSSF): a function to select suitable non-common CP NFs for the UE, and to manage the connection and the status of Non-common CP NFs in conjunction with CCNF.

Non-common CNI: Non-common CNI consists of user plane functions and non-common part of control plane functions which may include network functions that need to be separated per NSI, e.g. Session management, QoS enforcement.
This architecture includes the following functional features:
· There is one or more set of network functions which is common to multiple network slice instances. 

· The network may have multiple CCNFs depending on the isolation policy and deployment;

· If there are multiple CCNFs in the network, a function for selecting suitable CCNF may be needed. The CCSF is responsible for selecting which common CCNF to accommodate the UE by taking into account the UE's subscription and the specific parameter, e.g. the UE Usage Type or NSI ID. 
· CCNF can include network functions that need to be common per UE regardless of the service or network slice the UE uses, e.g. Mobility Management (registration, location, reachability management), UE authentication, NSI selection, NAS forwarding function;

· The UE connects to CCNF when the UE registers the PLMN (e.g. Attach procedure). NG1 signalling connection and basic secure connection for control plane are established in this step. PDU session may be established within the registration procedure.

· NSI selection completes by selecting Non-common CNI during a PDU session setup procedure.

· Non-common CNI includes user plane functions and non-common part of control plane functions that are not shared with other CNIs, e.g. Session management, QoS enforcement.

· Network Slice Selection Function (NSSF) is responsible for selecting which non-common Core Network Instance to accommodate the UE by taking into account the UE's subscription, the network's status and the specific parameter, e.g. the UE Usage Type or NSI ID.
· Control plane signalling between the UE and the Non-common control plane functions can be forwarded by NAS forwarding functions in CCNF. In the UE perspective, there's only one NG1 signalling endpoint visible.
In this solution, the initial selection for network slice instance is out of scope and it is assumed to be done similar to existing solutions. We assume that the selection function for NSI resides in the core network.
6.1.X.1.2
Definition and categorization of slice reselection

Network Slice Instance reselection: Once the UE is connected to a network slice instance (NSI), there may be some scenario for the UE or the network to change the NSI providing service to the UE. In this case, the NSI needs to be reselected for receiving services from the network continuously. NSI reselection means the descriptor for serving NSI is changed.
Editor's note: The details of NSI descriptor is FFS.
NSI reselection is categorized into Inter-CCNF reselection n and Intra-CCNF reselection based on whether the serving CCNF changes or not.
Intra CCNF NSI reselection: If the UE needs to change the NSI which the UE is connected within the serving CCNF, only non-common CNI is changed for the UE while the CCNF remains the same. In this case, MM contexts may not change but SM contexts changes to different non-common CNI.
Editor's note: Whether Session and Service Continuity (SSC) is guaranteed with the intra CCNF reselection is FFS.
Inter CCNF NSI reselection: If the UE needs to change the NSI which the UE is connected with change of the serving CCNF, the UE needs to change both CCNF and non-common CNI and reselect the NSI for receiving services. SSC may not be guaranteed with the inter-CCNF reselection.
6.1.X.1.3
Scenarios for slice reselection

This solution addresses the scenarios for network slice instance reselection as follows;

1. Slice reselection due to the mobility (UE location change)
This scenario can happen when the UE moves into different service area which has connections with different NSI set. This means that the serving AN is changed and the target AN (e.g. Non-3GPP access) doesn't support all deployed slices of the network. Mobility to different PLMN (e.g. roaming scenario) also causes slice reselection due to the mobility.
Editor's note: Whether an AN cannot support all deployed slices is FFS.
2. Slice reselection due to the network maintenance issue

A node consisting an NSI fails for some reason (e.g. node failure, network congestion) and the network needs to change the serving node for the UE. For example, if a serving CCNF has network congestion, the network may trigger the NSI reselection for guaranteeing certain level of QoS.
3. UE requested and NW requested service change
The UE or the network may request to change service that the UE is receiving, which may lead to the NSI reselection. The network initiated service change may be triggered by the change of UE subscription information. This scenario can happen when the UE supports multiple services and the services cannot be served without change of NSI. For example, the UE using V2X services may need to receive CriC service which is provided in an isolated slice instance, which trigger an inter-CCNF NSI reselection.
6.1.X.2
Function description

6.1.X.2.1
Intra CCNF Network Slice Change
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Figure 6.1.x.2.1-1 Intra CCNF Network Slice Instance reselection procedure

1. After the initial selection for NSI (e.g. initial attach, new service request), the UE is connected to NSI A that consists of CCNF, Non-common CP NFs A and UP NFs A.
2. Due to some reason specified in 6.1.X.1.3, the UE or the network needs to change the NSI which the UE is connected, with only changing non-common CNI, without changing CCNF.

3. NSSF in CCNF performs NSI reselection based on similar criteria for initial selection, e.g. using subscription information, using UE assistance parameter.

4~6. After the target non-common CNI is selected, reselection/redirection is performed. These steps may be conducted similar to the Serving GW change in EPC as per TS 23.401, or similar to PDN connection disconnect/Bearer resource deactivation with re-activation procedure in EPC as per TS 23.401.

Editor's note: Whether Session and Service Continuity (SSC) is guaranteed with these steps is FFS.
7. After the intra CCNF NSI reselection procedure is completed, the UE is connected to NSI B that consists of CCNF, Non-common CP NFs B and UP NFs B
6.1.X.2.2
Inter CCNF Network Slice Change
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Figure 6.1.x.2.2-1 Intra CCNF Network Slice Instance reselection procedure
1. After the initial selection for NSI (e.g. initial attach, new service request), the UE is connected to NSI A that consists of CCNF (source), Non-common CP NFs A and UP NFs A.
2. Due to some reason specified in 6.1.X.1.3, the UE or the network needs to change the NSI which the UE is connected, with changing both and/or non-common CNI.

Editor's note: Whether a non-common CNI can be shared between multiple CCNF is FFS.
3. NSSF in the source CCNF performs NSI reselection based on similar criteria for initial selection, e.g. using subscription information, using UE assistance parameter.

4~6. After the target CCNF is selected, reselection/redirection is performed. These steps may be conducted similar to the detach procedure with re-attach in EPC as per TS 23.401. The UE context may be transferred between the source and the target CCNF. Authentication and Authorization for the target CCNF may be skipped upon the operator's policy and the slice change scenario.
Editor's note: Whether Session and Service Continuity (SSC) is guaranteed with these steps is FFS.
7. After the inter CCNF NSI reselection procedure is completed, the UE is connected to NSI B that consists of CCNF (target), Non-common CP NFs B and UP NFs B

6.1.X.3
Solution evaluation

Editor's note: This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

* * * * End of Changes * * * *
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